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Abstract
The study aimed to identify the impact of dynamic capabilities by its dimensions (sensing capability, learning capability, integration capability, coordination capability, and reconfiguration capability) on risk management by its combined dimensions (risk identification, risk assessment, risk response, and risk monitoring) at Jordan Food and Drug Administration (JFDA). A survey was used for the study population which consisted of (163) employees in supervisory positions at all administrative levels in JFDA. The electronic questionnaire was adopted as a tool for collecting data, and (146) valid questionnaires for statistical analysis were retrieved. This study found a significant impact of dynamic capabilities by their dimensions on risk management at JFDA, and also it found a significant impact of dynamic capabilities on each dimension of risk management. The results also indicated that the level of dynamic capabilities was high. On the other hand, integration and coordination capabilities had a medium level while risk management became at high levels.

This study recommended enhancing benchmarking with international and regional institutions, encouraging knowledge exchange, and leveraging external experiences in risk management. It also emphasized the need for increased attention to integration and coordination capabilities, suggesting ongoing efforts to enhance them by providing support and resources. Furthermore, the study advocated for a collaborative work environment, with clear mechanisms for coordination and integration among different directorates, aiming to prevent task duplication through the establishment of coordination committees.
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Introduction

The pace of change in various markets has accelerated due to globalization and technological advancements. Organizations must keep up with these increasing changes and continuously respond to them to meet customer needs, enter new markets, develop their businesses, and utilize new resources to gain a competitive advantage (Al-Qarm & Alkashali, 2022). Teece et al (1997) argue that dynamic capabilities enhance an organization's ability to integrate, build, and reshape internal and external competencies to deal with rapidly changing environments. This includes managers' ability to adapt and continually reallocate the organization's resources through continuous acquisitions and the exploitation of new knowledge to achieve organizational effectiveness. Organizations can possess dynamic capabilities through sensing and learning from their surrounding environment, focusing on coordination, integration, and merging capabilities to address challenges and achieve organizational success (Taqi et al., 2021).

Risk management helps deal with sudden changes, especially after the Industrial Revolution, by using modern methods to handle risks and by using a dynamic approach and a formal framework for assessing integrated risks. This reduces the level of risks and organizational responses to these risks in a volatile environment. Risk management enables organizations to continuously assess the level of risks and identify key internal or external resources to overcome and reduce risks, thus improving the quality of work in organizations by achieving their goals and differentiation. It allows business managers and employees to make sound decisions that benefit the organization and help avoid negative outcomes. It also enables management to develop strategies to ensure that businesses can deal with various challenges (Darskuviene et al., 2021; Karim et al., 2022).

JFDA is a regulatory body responsible for protecting and promoting public health through the regulation and supervision of food safety, tobacco products, dietary supplements, medical drugs, medical equipment, and cosmetics. Due to the importance of its regulatory role, the organization needs to stay updated on emerging risks to carry out its tasks efficiently and effectively. This study aims to investigate the impact of dynamic capabilities on risk management at JFDA.

This study evaluates the impact of dynamic capabilities at the JFDA and provides decision-makers with valuable insights and recommendations related to dynamic capabilities. Risk management is a crucial tool in helping the organization address issues arising from risks and how to manage them effectively, thus reducing potential threats and their consequences. Additionally, the study underscores the significance of the JFDA as a reference service institution that ensures safe food and Drugs by guaranteeing the safety and quality of food and the efficacy of Drugs.

Literature Review

Dynamic Capabilities

The concept of dynamic capabilities was first introduced in 1997 in an article by Teece et al. It was defined as a strategic capability of an organization that enables it to integrate internal and external competencies and address dynamic environments and periods of rapid change.

Dynamic capabilities refer to an organization's ability to adapt to changes in the business environment, explain the sources of competitive advantage over time, and provide guidance to managers to avoid the profitless scenario that occurs when homogeneous
organizations compete in perfectly competitive markets, making this capability more tangible (Endres, 2018, 3).

Hanan and Hamed (2019) defined dynamic capabilities as a set of capabilities possessed by an organization that enables it to sense its external environment, modify and expand its information and knowledge base, and achieve integration and coordination among all its activities and resources. This, in turn, reflects and affects the reshaping of its current capabilities and their development to align with changes in its environment.

Agwunobi and Osborne (2016) added that dynamic capabilities are uncommon abilities among organizations, consisting of combinations of routines, organizational structures, and assets that lead to continuous competitive advantages.

From authors view dynamic capabilities as an organization's ability to scan, integrate, build, and reconfigure its internal and external competencies to address challenges related to the changing environment. They help organizations achieve their strategic goals aimed at increasing their competitive advantage. Dynamic capabilities are an integrated mechanism through which an organization's resources work cohesively and harmoniously to create a driving force that generates added value for the organization, enabling it to monitor and respond to environmental changes adeptly and distinctly.

**Dynamic Capabilities Dimensions**

The authors have adopted five dimensions to measure dynamic capabilities in this study, as follows

**Sensing Capability:** Teece (2018) defined sensing capability as an organization's ability to conduct external environmental scanning, and gather unstructured information and data, which are then processed by the organizational system to identify threats and opportunities (such as latent customer demand, technological possibilities, and competitor behaviors) that may impact the organization's future. Amari (2022) also defined it as the ability to sense the external environment and understand customer needs and market dynamics better than competitors. Sensing represents an organization's ability to observe changes in the environment. Organizations build their sensing capability by creating monitoring processes for the current and future business environment, regularly interpreting collected information, filtering relevant parts, and this activity involves not only investing in research activities but also in understanding latent demand, structural industry, and market developments, and potential responses from suppliers and competitors.

From authors view sensing capability as the organization's actions to discover developments and changes in its surroundings, monitor opportunities in its environment, and identify the needs of its customers and competitors' capabilities through the scanning of both internal and external environments. It also involves an emphasis on research and renewing its resources to address environmental changes. This process includes finding information, disseminating it, and ultimately responding to this information by encouraging innovation and exploring opportunities.

**Learning Capability:** Organizational learning refers to an organization's ability to acquire, absorb, transform, and share knowledge generated during joint activities with stakeholders and interactions among stakeholders. Adaptive and routine procedures are developed to integrate and record this knowledge into organizational practices and processes (Dentoni et al., 2016). Learning also focuses on translating knowledge and skills during coordination and
communication in internal capabilities, seizing opportunities through developing and managing service delivery with stakeholders (Zhan et al., 2023).

Al-Hilah et al (2020) defined it as the ability to renew current operational capabilities with new knowledge. It requires organizations to absorb new knowledge, utilize existing knowledge, and employ it to enhance overall performance. It also entails encouraging and motivating employees to acquire new information and knowledge and make use of organizational memory and employees' cognitive resources to face environmental changes and respond to their requirements.

From the author's perspective, learning is a process of repetition and experimentation that enables the organization to perform tasks more effectively by building and acquiring new knowledge, disseminating it throughout the organization, and working to renovate its operational capabilities with new knowledge. Learning represents the ability to improve the behavior and capabilities of employees, allowing the organization to respond effectively to its environment and find more responsive and effective implementation methods.

**Integration Capability**

Integration is the process of acquiring, absorbing, and developing new resources, such as acquisitions or alliances, to gain access to technology for creating new procedures or patterns of practices within the organization (Wall, 2010). Gonzalez (2022) indicates that integration is the degree to which different agents' activities in the organization can be coordinated through formal mechanisms to achieve common goals and purposes. During times of increased competitiveness and dynamic environments, organizational performance relies on high levels of differentiation and the integration of activities.

Al-Hajjim and Al-Salman (2021) defined integration capabilities as the efficiency an organization possesses to acquire available resources, combine them, and then deploy them to achieve the organization's management visions. It also involves incorporating new capabilities and linking them with existing resources and capacities within the organization. To achieve a competitive advantage, organizations must leverage the knowledge capabilities stored within their employees.

The authors believe that integration emphasizes the interconnectedness of different elements. It involves unifying or developing various components, systems, or entities uniformly and cohesively. It entails bringing together diverse parts or processes to create synergy, simplify operations, and achieve seamless collaboration. Key features of integration capabilities include system integration, process integration, data integration, inter-organizational integration, and cross-functional integration.

**Coordination Capability**

Coordination capability is the amalgamation of organizational efforts from different functional groups to maintain individual alignment toward achieving the organization's common objectives. It serves as the linchpin responsible for integrating the functions of management. Through it, a good relationship is maintained between organizational and individual objectives (Ayesh, 2021). Coordination capabilities are considered important managerial activities, and their significance increases as an organization's scope of work expands and its activities and events overlap with each other. Top management needs to create alignment between the activities of its organizational units in a way that ensures goal achievement and the ability to work collectively harmoniously and in a common language.
Coordination capabilities and integration capabilities are theoretically and experimentally different. Coordination capabilities focus on organizing the activities and tasks performed by individuals, while integration capabilities focus on building a collective general sense (Majeed & Ahmed, 2022). Coordination is the process of linking different parts of the organization, whether they are systems or market participants, to achieve a collective task. This process underscores the importance of managing communications, especially regarding partners like customers and suppliers (Bayón et al., 2021).

From the author’s perspective, coordination capability focuses on the effective management of activities and resources to ensure consistency and alignment among different parts of the organization. This entails synchronizing efforts and creating effective communication channels and information flow among different units or stakeholders to ensure mutual understanding, activity coordination, and conflict resolution or dependencies to achieve common goals. Coordination capability emphasizes the efficient management of activities and resources, emphasizing harmony, cooperation, and activity coordination, while integration capabilities involve the merging of diverse components or entities and combining them to create a unified and interconnected entity.

**Reconfiguration Capability**

The capability to reconfigure is, in itself, an acquired organizational skill, and the more frequently it is practiced, the easier it becomes to achieve. Change is costly, so organizations must develop their processes to minimize change with a low return. The ability to assess the environmental landscape, evaluate markets and competitors, and quickly accomplish reconfiguration and transformation before the competition depends on the ability to scan the environment. Organizations with reconfiguration capability are characterized by their high flexibility (Dosi et al., 2001).

Reconfiguration capability refers to an organization’s ability to reconfigure its resources, capabilities, or organizational structure to respond and adapt to changing market conditions or opportunities. These capabilities include adjusting, integrating, or redeploying existing assets or current capabilities to create new offerings or valuable competitive advantages (Sirmon et al., 2007). The capability to reconfigure organizational resources allows organizations to develop new capabilities and, thus, leads to a broader range of management options. There are two possibilities for doing this: first, existing knowledge can be reconfigured by abstracting it and engaging with it in a different context; second, new knowledge can be generated by assimilating it (Cordes-Berszinn, 2013).

The authors believe that reconfiguration capability is the ability that enables the development, renewal, and coordination of resources and competencies within the organization to align with the changing environmental requirements. It involves transforming the organization’s structure, processes, resources, and strategies to efficiently respond to evolving internal and external conditions. Reconfiguration involves continuously changing resources and routines to improve efficiencies and make constant enhancements to meet the organization’s needs, ultimately benefiting the organization. Reconfiguration capability empowers organizations to proactively adapt to evolving environments, leverage emerging trends, and maintain a competitive edge.

**Risk Management**

Risks, as defined in the International Standard ISO 31000:2018, are the effect of uncertainty on objectives. The standard also defines risk management as the coordinated...
activities to direct and control an organization concerning risks. The risk management framework is a set of components that provide the foundations and organizational arrangements for designing, implementing, monitoring, reviewing, and continually improving risk management throughout the organization. Risk management is the systematic application of management policies, procedures, and practices to communication, consultation, context setting, risk identification, risk analysis, risk evaluation, risk treatment, monitoring, and review.

Risk management is the process of identifying and implementing measures to reduce risks to an acceptable level (Molak, 1997). It also involves understanding and analyzing risks to ensure organizations achieve their objectives. This process must be tailored to the specific organization and its complexity. It involves coordinated activities to guide and control the organization through the use of risk management tools. The goal is to make the right choices to help the organization achieve its future objectives (Al-Duwaikhi, 2022). Some view risk management as a systematic approach to all potential risks before they occur, putting in place measures to avoid, minimize their impact, or deal with them (Bani Abdo & Al-Khawaldeh, 2022).

Risk management is an ongoing process of identifying, analyzing, evaluating, and controlling risks to mitigate the negative effects of potential loss consequences. The primary objectives of this process include cost and time containment, particularly in extreme cases (Saeed, 2018).

In summary, risk management involves identifying, evaluating, and prioritizing risks to reduce or mitigate potential negative impacts on the organization. This entails systematically analyzing and evaluating potential risks, establishing strategies for managing or reducing those risks, and monitoring and reviewing the effectiveness of these strategies. Risk management aims to proactively identify and address potential threats and opportunities, enabling organizations to take appropriate actions and decisions to protect their interests by implementing effective risk management practices, thereby reducing the likelihood and severity of risks and enhancing their ability to respond to unexpected situations.

**Risk Management Dimensions**

Four dimensions have been adopted for measuring risk management in this study, as follows

**Risk Identification**

Risks are identified through the definition of the problem or problems. This stage involves sorting and identifying risks related to tasks. Various methods can be used for this purpose. Some are related to exposure to previous risks in other organizations, while others involve linking risks that hinder the organization from achieving its goals. Additionally, scenarios can be developed by experienced personnel, and international standards can be utilized (Al-Anzi, 2020).

Risk identification is a process that must be regularly conducted as part of risk management to mitigate potential risks. Various methods can be used to identify risks, such as risk review checklists (including expected outcomes, design and implementation errors, omissions, environmental conditions, cost estimates, and implementation deadlines), document analysis in the archives to uncover recurring problems, and utilizing the knowledge of employees directly involved, whether they are department heads, teams, or designating someone responsible for identifying external hazards such as fundamental changes in legislation, economic changes, and technology (Pop et al., 2022).
The authors consider risk identification a crucial step in the risk management process, involving the proactive identification, documentation, and understanding of potential risks that could impact the organization. By identifying risks proactively, effective strategies can be developed for mitigation or response. This process is continuous, and as activities progress or conditions change, new risks may emerge, and current risks may evolve. Therefore, it is essential to regularly review and update the risk identification process.

Risk Assessment
Risk assessment is the process of understanding the nature and severity of risks. This process requires risk management authorities to interpret risk sources appropriately and systematically. They also need to determine the consequences and the probability of risks occurring. This process is carried out even during emergencies, and each operation is evaluated separately (Penney, 2019).

Risk assessment includes identifying the relationships and implications between system variables. It also involves studying alternatives, comparing them, and establishing priorities based on the results of risk analysis (Parviainen et al., 2021). Risk assessment can be quantitative or qualitative. Qualitative assessment involves determining the probability of risks, impact, urgency, and/or recurrence, and detectability, and/or urgency using relative non-numerical values (e.g., high, medium, low). Quantitative assessment involves determining the probability of risks and/or impact, urgency, recurrence, detectability, and/or emergency using numerical values (Pritchard, 2015).

The authors believe that risk assessment is a systematic process of identifying, analyzing, and assessing risks or potential hazards associated with an activity, process, or situation. It includes evaluating the probability of a harmful event occurring and the potential consequences or effects it may entail. This analysis often considers factors such as historical data, scientific studies, expert opinions, and quantitative or qualitative assessments. The results of the analysis are then used to assess the level of risk associated with each specific hazard, taking into account the significance of potential outcomes, the likelihood of their occurrence, and any existing control measures. This helps organizations and individuals make informed decisions, allocate resources effectively, and implement measures to proactively manage risks.

Risk Response
Risk response is the process through which an organization develops its options and actions to enhance its opportunities to achieve its goals and reduce its threat potentials. This phase includes the assignment of responsible parties for all agreed-upon risk responses. These responses should be proportional to the significance of the risks, defined within an appropriate timeframe and cost agreement with relevant stakeholders within the organization (Samaqia & Ta’ata, 2014).

Risk response depends on assessing the exposure to potential risks and the acceptable tolerance level. It reflects the organization's ability to accept risks based on the estimated exposure level and the controls currently in place wherever possible. It also involves reducing risks through additional mitigation to align them with the desired tolerance levels (Hopkin, 2019).

Responding to risks is a critical element in risk management and involves taking appropriate actions to address and mitigate identified risks. The goal of risk response is to reduce the potential negative effects of risks and increase the chances of positive outcomes.
This is achieved by following various strategies used by organizations based on comprehensive risk analysis. These strategies should consider the potential impact of risks, the cost-effectiveness of response measures, and organizational objectives. These strategies may need to be adjusted and refined as new risks emerge or circumstances change. The strategies include avoidance by eliminating risks, mitigation by taking actions to reduce the likelihood or impact of risks, transfer by transferring risk responsibility to another party, acceptance when it is deemed the best course of action to accept the risks and their potential consequences, and exploitation when certain risks offer opportunities for gains or competitive advantages.

**Risk Monitoring**

Risk monitoring is defined in the International Standard ISO 31000:2018 as the continuous examination, surveillance, critical observation, or state determination to identify changes from the required or expected performance level. It includes evaluating the quality of the control and surveillance system over time, ensuring that control covers all activities effectively (Ali, 2020).

Risk monitoring is also known as the final stage of risk management. It focuses on identifying and examining newly emerging risks, verifying both identified and listed risks, re-evaluating existing risks, and monitoring the remaining risks. The risk response process involves assessing the specific risk response's implementation, monitoring the identified risks, discovering and evaluating new risks, and assessing the effectiveness of risk management. This process is ongoing throughout the organization's life, involving tracking identified risks, recording them, and checking them against new developments. It also includes ensuring the effectiveness of the risk response plans, evaluating their adequacy, and refining them as necessary (Gyamfi et al., 2022).

From the authors perspective risk monitoring as an ongoing process throughout the organization's life. It involves tracking identified risks, monitoring them, identifying new risks, and assessing the effectiveness of risk management. This process provides information that aids in making informed decisions before risks occur. The purpose of risk monitoring is to determine whether risk responses have been implemented as planned, whether risk response actions are effective, and whether new risk responses need to be developed. Monitoring risk exposure compared to the previous state with trend analysis, following appropriate policies and procedures, or addressing risks that have not been previously identified may also be part of risk monitoring. It may include selecting alternative strategies or implementing emergency plans or corrective actions. The person responsible for risk response should provide periodic reports to senior management and the risk team regarding the plan's effectiveness, any unexpected impacts, and any mid-course corrections needed to mitigate risks.

**The Relationship between Dynamic Capabilities and Risk Management**

The authors observed a scarcity in the literature that has linked dynamic capabilities to risk management. Few studies have explicitly or implicitly addressed the relationship between dynamic capabilities and risk management, utilizing tools such as the Dynamic Response Map (CDRM) model. Developed by Arena et al (2013), the CDRM model demonstrates an innovative approach by using dynamic capabilities proactively in risk management to achieve tangible results (Adam & Lindahl, 2019).

Risk management has been identified as a dynamic capability critical for organizations operating in turbulent environments. Nair et al (2014) highlighted that organizations with
superior risk management capabilities may face greater complexity, but they gain a dynamic advantage during crises. The study emphasized that risk management is increasingly crucial for organizations facing rapid changes, intense competition, and high-speed environments.

To enhance the institutional risk management theory, a perspective based on resources and dynamic capability was introduced. The concept of risk management capabilities was proposed as an explanation for an organization’s resilience in facing risks. This approach enables organizations to deal with unexpected events from a dynamic capability perspective. Dynamic capabilities are essential for continuous reassessment, allowing organizations to prioritize institutional risk management and effectively manage risks as an integral part of dynamic capabilities, facilitating adaptability in turbulent environments (Bongodistov & Wohlgemuth, 2017).

**Study Hypotheses and Model**

Based on the above, the following hypotheses have been formulated:

H$_1$: There is a significant impact at ($\alpha \leq 0.05$) of dynamic capabilities by their dimensions (sensing capability, learning capability, integration capability, coordination capability, and reconfiguration capability) on risk management at JFDA.

H$_2$: There is a significant impact at ($\alpha \leq 0.05$) of dynamic capabilities on risk identification at JFDA.

H$_3$: There is a significant impact at ($\alpha \leq 0.05$) of dynamic capabilities on risk assessment at JFDA.

H$_4$: There is a significant impact at ($\alpha \leq 0.05$) of dynamic capabilities on risk response at JFDA.

H$_5$: There is a significant impact at ($\alpha \leq 0.05$) of dynamic capabilities on risk monitoring at JFDA.

Based on the study hypotheses, was designed (Figure 1)
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**Study Population**

The study population comprises employees in supervisory positions at all administrative levels within the JFDA, totaling 163 individuals (according to the Human Resources Directorate in JFDA, 2023). The electronic questionnaire was distributed to all members of
the study population, and (146) questionnaires were retrieved, representing a response rate of (89.57%) of the distributed surveys.

**Study Tool**

An electronic questionnaire was used to collect data on dynamic capabilities and risk management at JFDA. The survey consisted of three sections:

**Section One:** Personal and professional characteristics of the study sample, including gender, age, educational qualifications, and years of experience.

**Section Two:** Paragraphs related to the independent variable represented by dynamic capabilities and their dimensions. This section of the questionnaire was developed based on the following studies: (Al-Hilah et al., 2020; Garrido et al., 2020; Wilden et al., 2013; Pang et al., 2022; Pavlou & El Sawy, 2011; De Souza Santos & De Padua, 2023; Oliveira-Dias et al., 2022; Aminu & Mahmood, 2015; Valle & Sarturi, 2022; Karman & Savaneviciene, 2021).

**Section Three:** Comprised paragraphs related to the dependent variable represented by risk management and its dimensions. This section of the questionnaire was developed based on the following studies: (Khader & Youssef, 2018; Bani Abdo & Al-Khawalda, 2022; Bakoush & Boghazi, 2022; Ghazlan, 2022; Diop & Zreika, 2015; Al-Fawaz et al., 2016; Al-Rawashda & Al-Shura, 2023; ISO 31000:2018).

**Results**

Table (1) indicates the results of the descriptive analysis of the items through which the dimensions of the independent variable and the dependent variable were measured. The table also included Cronbach’s alpha reliability values, where a ratio of 0.70 was adopted as the minimum percentage that can be accepted for the reliability of the scale, and the mean values were considered 1 - less. From 2.34 is a low level, 2.34 is less than 3.67 is an average level, and 3.67-5 is a high level.

The results in Table (1) show that all items of the questionnaire have good internal consistency and reliability, with Cronbach’s alpha values exceeding 0.70. Regarding the mean values, which indicate the importance level of the dimensions of dynamic capabilities, they were high for sensing capability, learning capability, and reconfiguration capability, with the highest being sensing capability at 3.84. In contrast, the importance level for integration capability and coordination capability was moderate. Overall, the importance level for dynamic capabilities was high. As for the importance level of risk management dimensions, all were high, with risk assessment being the highest at 3.83.

**Table 1**

*Descriptive Analysis Results for Study Items*

<table>
<thead>
<tr>
<th>Variable</th>
<th>Items</th>
<th>Alpha</th>
<th>Mean</th>
<th>Std. deviation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sensing capability</td>
<td>6</td>
<td>0.873</td>
<td>3.84</td>
<td>0.61</td>
</tr>
<tr>
<td>Learning capability</td>
<td>6</td>
<td>0.901</td>
<td>3.81</td>
<td>0.73</td>
</tr>
<tr>
<td>Integration capability</td>
<td>6</td>
<td>0.860</td>
<td>3.65</td>
<td>0.71</td>
</tr>
<tr>
<td>Coordination capability</td>
<td>6</td>
<td>0.931</td>
<td>3.34</td>
<td>0.91</td>
</tr>
<tr>
<td>Reconfiguration capability</td>
<td>6</td>
<td>0.903</td>
<td>3.78</td>
<td>0.69</td>
</tr>
<tr>
<td>Risk identification</td>
<td>6</td>
<td>0.892</td>
<td>3.73</td>
<td>0.72</td>
</tr>
<tr>
<td>Risk assessment</td>
<td>6</td>
<td>0.921</td>
<td>3.82</td>
<td>0.71</td>
</tr>
<tr>
<td>Risk response</td>
<td>6</td>
<td>0.920</td>
<td>3.70</td>
<td>0.72</td>
</tr>
<tr>
<td>Risk monitoring</td>
<td>6</td>
<td>0.946</td>
<td>3.73</td>
<td>0.75</td>
</tr>
</tbody>
</table>
The multiple regression coefficient was employed to test all hypotheses, H₁-H₅. The results are presented in the following table:

Table 2
Hypothesis Testing Results

<table>
<thead>
<tr>
<th>Model Summary</th>
<th>ANOVA</th>
<th>Coefficient</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>R</td>
<td>R²</td>
</tr>
<tr>
<td>H₁: Impact of Dynamic Capabilities on Risk Management</td>
<td>0.89</td>
<td>0.79</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>H₂: Impact of Dynamic Capabilities on Risk Identification</td>
<td>0.91</td>
<td>0.82</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>H₃: Impact of Dynamic Capabilities on Risk Assessment</td>
<td>0.76</td>
<td>0.58</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>H₄: Impact of Dynamic Capabilities on Risk Response</td>
<td>0.83</td>
<td>0.69</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>H₅: Impact of Dynamic Capabilities on Risk Monitoring</td>
<td>0.83</td>
<td>0.68</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
H1: There is a significant impact at (α ≤ 0.05) of dynamic capabilities by their dimensions (sensing capability, learning capability, integration capability, coordination capability, and reconfiguration capability) on risk management at JFDA.

The results of the analysis of the first hypothesis show that there is a correlation between dynamic capabilities and risk management at JFDA, as the value of the correlation coefficient (R= 0.89) and that dynamic capabilities explain (79%) of the variance in risk management at a degree of freedom (DF= 5) and the value of (F= 104.28), at a significance level (Sig.= 0.00), which confirms the significance of the regression at a significance level (α≤0.05). The first two dimensions were influential, which were coordination capability and reconfiguration capability, where their B value reached (0.16, 0.49), beta value (0.21, 0.51), and T value (2.50, 6.33), respectively, at a level of significance (0.01, 0.00), which it indicates that they are significantly influential on risk management, while sensing capability, learning capability, and integration capability were not significantly influential on risk management, as the B value for sensing capability was (B=0.06), and the beta value was (0.06), while the T value was (0.79). At a significant level (Sig = 0.43), which shows that the effect of sensing capability is not significant, and as for learning capability and integration capability, the B value for them was (0.04, 0.12), the beta value (0.05, 0.13), and the T value (0.54, 1.53). Respectively, at a level of significance (0.59, 0.13). Thus, H1 was accepted.

H2: There is a significant impact at (α ≤ 0.05) of dynamic capabilities on risk identification at JFDA.

The results of the analysis of the second hypothesis show that there is a correlation between dynamic capabilities and risk identification at the Food and Drug Administration, as the value of the correlation coefficient (R = 0.91), and that dynamic capabilities explain (82%) of the variance on risk identification, at a degree of freedom (DF= 5) and the value of (F= 127.12), at a significance level (Sig.= 0.00), which confirms the significance of the regression. The sensing capability, coordination capability, and reconfiguration capability were influential, as their B value reached (0.18, 0.29, and 0.50), the beta value (0.15, 0.37, and 0.48), and the T value (2.28, 4.73, and 6.51), respectively, at a level of significance (0.02, 0.00, and 0.00), which indicates that they are significantly influential on risk identification, while learning capability and integration capability were not significantly influential on risk identification, as learning capability and integration capability reached a B value (-0.09, 0.05) and a beta value (-0.96, 0.05). The T value is (-1.26, 0.68), respectively, with a significance level of (0.21, 0.50). Thus, H2 was accepted.

H3: There is a significant impact at (α ≤ 0.05) of dynamic capabilities on risk assessment at JFDA.

The results of the analysis of the third hypothesis show that there is a correlation between dynamic capabilities and risk assessment at JFDA, as the value of the correlation coefficient (R= 0.76), and that dynamic capabilities explain (58%) of the variance on risk assessment, at a degree of freedom (DF= 5) and the value of (F= 37.84) reached a significance level of (Sig.=0.00), which confirms the significance of the regression. Whereas the reconfiguration capability dimension was influential on risk assessment, its B value reached (0.51), beta value (0.50), and T value (4.38), at a significant level (0.00), while sensing capability, learning capability, integration capability, and coordination capability were not
significantly influential on Risk assessment, where the B value for sensing capability, learning capability, integration capability, and coordination capability was (0.02, -0.06, 0.23, and 0.09), the beta value (0.2, -0.06, 0.23, and 0.12), and the T value (0.17, -0.52, 1.89, and 0.97), respectively, with a significance level of (0.87, 0.61, 0.06, and 0.33), respectively. Accordingly, H3 was accepted.

H4: There is a significant impact at (α ≤ 0.05) of dynamic capabilities on risk response at JFDA.

The results of the analysis of the fourth hypothesis show that there is a correlation between dynamic capabilities and risk response at JFDA, as the value of the correlation coefficient (R= 0.83), and that dynamic capabilities explain (69%) of the variance in risk response, at a degree of freedom (DF= 5) and the value of (F= 61.90), at a significance level (Sig.= 0.00), which confirms the significance of the regression. Whereas the reconfiguration capability dimension was influential on risk response, its B value reached (0.56), the beta value (0.54), and the T value (5.56), at a significant level (0.00), while sensing capability, learning capability, integration capability, and coordination ability were not significantly affected on risk response, where the B value for sensing capability, learning capability, integration capability, and coordination capability was (-0.04, 0.11, 0.08, and 0.15), the beta value (-0.04, 0.11, 0.08, and 0.18), and the T value (-0.40, 1.08, and 0.77). and 1.78), respectively, with a significance level of (0.70, 0.28, 0.44, and 0.08), respectively. Therefore, H4 is accepted.

H5: There is a significant impact at (α ≤ 0.05) of dynamic capabilities on risk monitoring at JFDA.

The results of the analysis of the fifth hypothesis show that there is a correlation between dynamic capabilities and risk monitoring at JFDA, as the value of the correlation coefficient (R= 0.83), and that dynamic capabilities explain (68%) of the variance on risk monitoring, at a degree of freedom (DF= 5) and the value of (F= 59.45), at a significance level (Sig.= 0.00), which confirms the significance of the regression at a significance level (α≤0.05). Whereas learning capability and reconfiguration capability were significantly influential in risk monitoring, their B value reached (0.21 and 0.40), beta value (0.21 and 0.37), and T value (2.04 and 3.76), respectively, at a significant level (0.04 and 0.00). Respectively, while sensing capability, integration capability, and coordination capability were not significantly effective on risk monitoring, the B value for sensing capability, integration capability, and coordination capability were (0.09, 0.13, and 0.10), the beta value was (0.08, 0.12, and 0.12), and the T value was (0.85, 1.12 and 1.15), respectively, and at a level of significance (0.40, 0.24, and 0.25), respectively. Therefore, H5 was accepted.

Discussion

The results of the analysis of dynamic capabilities with their dimensions (sensing capability, learning capability, integration capability, coordination capability, and reconfiguration capability) indicate that sensing capability, learning capability, and reconfiguration capability were of relatively high importance. In contrast, integration capability and coordination capability held moderate importance, but overall, all dimensions of dynamic capabilities were of high importance. This may be attributed to the organization’s ability to perceive opportunities, challenges, and threats in its surrounding environment and its capacity to acquire new knowledge from continuous relationships with stakeholders. The organization relies on practices and procedures to create, acquire, and transfer knowledge to
respond to opportunities and threats, enhancing its adaptability to changes and improving services through feedback.

The results of the analysis of risk management with its dimensions (risk identification, risk assessment, risk response, and risk monitoring) indicated that all dimensions were of high relative importance, and therefore the risk management variable was of high relative importance. From these results, the institution has workers with experience in risk assessment who can classify risks into levels, and through this, it focuses on the strongest risks in terms of probability of occurrence and terms of precise impact. The institution’s ability to respond is linked to some obstacles that may affect it, given the institution’s financial allocations and decisions. It needs approvals related to being a government institution.

There is a significant impact of dynamic capabilities by their dimensions (sensing capability, learning capability, integration capability, coordination capability, and reconfiguration capability) on risk management with its dimensions combined (risk identification, risk assessment, risk response, and risk monitoring) at JFDA. The study concludes that there is a significant relationship between dynamic capabilities and risk management. The study also indicates that coordination capability and reconfiguration capability had a significant influence on risk management, while sensing capability, learning capability, and integration capability did not have significant effects on risk management. This does not imply that these dimensions are unimportant; on the contrary, they are vital and influential. However, coordination and reconfiguration capabilities have higher importance and greater impact on risk management, as they reflect practical applications of the organization’s capabilities. These dimensions focus on organizing and distributing resources, tasks, and activities for new operational capabilities adopted by the organization. They involve continuous market monitoring and technological surveillance.

There is a significant impact of dynamic capabilities on risk identification at JFDA. This indicates that JFDA can search for, identify, and describe risks. It also identifies sources of risks, such as threats, vulnerabilities, and areas of influence, where threats, their scenarios, vulnerabilities, and unwanted incidents are identified. Thus, JFDA enhances its capabilities to identify risks by enhancing sensing capability, coordination capability, and reconfiguration capability, as the results showed that they are significant while learning capability and integration capability were not significant for risk identification.

There is a significant impact of the dynamic capabilities on risk assessment at JFDA, which is represented by understanding the nature and severity of the risks facing JFDA, as it is shown that those responsible for risk management can interpret the sources of risks appropriately and in an organized manner and are identified. Consequences and the likelihood of risks occurring. The reconfiguration capability was significantly significant on risk assessment, while the rest of the dimensions were not significant.

There is a significant effect of the dynamic capabilities on risk response on JFDA, as JFDA can develop its options and actions to work on improving its chances of achieving its goals and reducing the chances of its threats, as it indicates its possession of the tools, techniques, and methodologies used to develop courses of action. The reconfiguration capability was significantly significant on risk response, while the rest of the dimensions were not significant.

There is a significant impact of the dynamic capabilities on risk monitoring at JFDA, as JFDA focuses on identifying, examining, and planning newly emerging risks, verifying both identified risks and listed risks, re-examining existing risks, monitoring remaining risks and reviewing the implementation of risk responses during the assessment. The learning
capability and reconfiguration capability were significant on risk monitoring, while the rest of the dimensions were not significant.

The contribution of these study results is essential in persuading managers in JFDA to pay attention to dynamic capabilities, given their evident impact on managing the risks these organizations may face.

Recommendations

- **Utilizing Knowledge Inventory**
  - The organization should leverage the knowledge of its employees to enhance learning capabilities and responsiveness to environmental changes. This will enable effective handling of emerging challenges and bolster risk management in the dynamic environment.
  - Conduct regular meetings with employees.
  - Organize internal courses and facilitate knowledge exchange among staff.

- **Enhancing Integration and Coordination**
  - Management should increase focus on integration and coordination capabilities, recognizing their significance.
  - Continuous efforts should be made to promote and enhance these capabilities by providing support and resources.
  - Foster a collaborative work environment to encourage their development.
  - Activate clear mechanisms for coordination among different departments to avoid task duplication by forming coordination committees.

- **Selection, Training, and Task Allocation**
  - Implement an annual performance evaluation system based on a unified performance framework for all employees.
  - Activate guiding principles to ensure the adoption of effective methods for task performance.

- **Employee Engagement and Community Involvement**
  - Actively involve employees by considering their suggestions and feedback.
  - Engage local community members in identifying priorities to create an internal and external collaborative environment.
  - Build strong relationships to integrate operational capabilities and adapt performance.

- **Implementation of Robust Risk Management System**
  - Develop a precise electronic system encompassing the risk management process, including identification, assessment, response, and monitoring.
  - Train and equip employees to work accurately and professionally on the system.

- **Financial Allocations for Risk Response**
  - The organization should allocate financial resources to respond quickly and control risks.
  - Allocate a portion of its revenues or annual budget.
Seek new external funding sources, such as grants offered to the organization.

- **Benchmarking with International and Regional Institutions**
  - Emphasize benchmarking with international and regional institutions in similar fields to exchange knowledge and benefit from their experiences in risk management.
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