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Abstract
Cyberbullying is a serious youths issue in Malaysia where with regard to highest cyberbullying prevalence among youths, Malaysia is ranked at number 17th. Therefore, the aim of this study is to identify youth’s engagement in cyberbullying activities. Using a quantitative approach, a total of 400 youths in Selangor, Malaysia were selected to be the respondents of this study by using a multi-stage cluster sampling. The results show that the most frequent cyberbullying activities action was to block individuals in instant messaging applications. Meanwhile, blocking others in an instant messaging application was a frequent form of cyberbully committed by Selangor youths. Cyberbullying is an emerging issue which would post negative implications if not taken seriously by all parties. All related parties inclusive of parents, teachers, educators and all members of virtual communities should create a positive environment that is able to prevent cyberbullying activities. Parental monitoring was highlighted and hopes it can be implying to reduce cyberbullying cases among youths.
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Introduction
Information technologies are part and parcel of everyday life for youths. Being able to text or chat and post on social media has shaped the way in which youths communicate and interact with others. It cannot be denied that the growth of communication technologies has brought many advantages to youths, such as access to information and resources, knowledge sharing and learning networks, development and maintaining friendship. However, it also makes everyone exposed to several community dilemmas and youths are identified to be one of the most-affected groups. As Cankaya
Eski (2012), and Tpocu, et.al (2010) said, youths are highly disclosed to cyberbullying due to the growth of the internet and communication tools.

Cyberbullying takes place over digital devices such as smartphones, computer, email and social media. According to Brady (2010), cyberbullies will threat against person by word or an expression wired. Usually, they will purposely send notes or text in hopes of distressing their prey. The presence of social media has increased the risks of cyberbullying. This medium attracts youth and exposes them to the risks of cyberbullying at a young age. Li (2006), added that the changes in technology have encouraged a trend of negative attitudes and ultimately spark to several social problems such as cyberbullying.

Cyberbullying is a multidimensional and a complex phenomenon that consists of frequent and persistent actions of tormenting, threatening, harassing, or embarrassing others by sending or posting unwanted messages or texts; threatening offensive or embarrassing messages, images, text or comments through social media messaging, emails or social networking sites (Görzig, & Frumkin, 2013). Cyberbullying has often been operationalized as intentional, persistent and continuous actions involving imbalance of power between target and offender (Lee, Abell & Holmess, 2015). Therefore, the impact of cyberbullying depends on many factors, and the most commonly cited in the literature are personal experience; previous bullying and/or engagement in cyberbullying (Cassidy, Faucher & Jackson, 2013).

Cyberbullying is a serious youths issue in Malaysia. Ipsos Survey (2018) reported that nearly half of Malaysian parents know a child in their community who has experienced cyberbullying. In fact, cyberbullying is the virtual bullying that has no boundary to the physical. The difficulty in identifying the identity of the bullies has prompted youths to become involved in cyberbullying. Cyberbullying activities must be prevented as the impacts from such actions are severe. Bauman (2012) for example, said that typically victims will experience pressure and anxiety, which can later affect their academic performances. Most of the victims usually lose their focus (Goddard, 2008), while Erdur–Baker & Tanrikulu (2010) concluded that cyberbully causes hostile reactions among the victims. Despite the issue that have arisen, not much understood about cyberbullying among youths in Malaysia. Although studies across the globe have been actively done, a similar scenario cannot be seen within the Malaysia setting. The current study aims to find out the types of cyberbullying activities involved; and to identify factors that linked with cyberbullying behaviour.

**Types of Cyberbully Activities**

According to Blanchard (2012), there are several types of cyberbullying, such as the dating violence, abuse and distribution of text messages that interfere with personal information on social media sites. A study done by Che Noh and Ibrahim (2015), focused on cyberbullying among university students. A survey was done among 134 university students in the East Coast region of Peninsular Malaysia. They concluded that cyberbullying among university students occurred at a moderate level; some of the respondents were involved in contributing negative comments, disseminating personal pictures without permission, uploading videos without permission, slandering via social networks and online harassment.

Asanan, Hussain, Laidey (2017), shared that a few types of cyberbully activities among youths are posting mean and hurtful pictures of others, hurtful comments, spreading rumours about others and hacking into someone else’s account. Ghazali et al., (2017), the informants get themselves
involved in cyberbullying for revenge, just for fun and loneliness. Syahida et al., (2018), they identify the categories of cyberbullying, including harassment, flaming, outing, masquerading, dissing, catfishing, and slandering. Yehuda (2019), instant messaging (IM) was found to be the most common means of cyberbullying among the students. Jun (2020), said that the first most common type of cyberbullying is verbal violence followed by instant messaging.

The above discussion clearly shows that cyberbullies are not subject to just one type of activity. Perpetrators will do various things only to embarrass the prey. The state of depressed and embarrassed prey is like a trophy of victory for the bully. Therefore, this cyberbully problem must be handled as well as possible because it causes a lot of negative impacts on the victims and the bullies themselves.

Factors that linked with Cyberbullying Behaviour
There are various factors examined, but among the prominent ones are feeling of loneliness, self-esteem, empathy, and past experiences of being cyberbullied (EBC). However, these factors are less discussed in Malaysia. Balakrishnan (2015), explained that cyberbully victims with EBC might not have the courage to fight back their bullies physically, but this may not be the case in the virtual world as the nature of communication is different. Lee and Shin (2017) on the other hand have stated that cyberbully victims tend to bully others in the virtual world as they seek revenge and have redirected feelings.

According to Gayle and Jade (2015), people with lower self-esteem have been found to have a greater tendency to be involved in cyberbullying, both as the perpetrator and the victim. Handono et al. (2019), showed that there were significant relationships between cyberbullying behaviour and four determinant variables. The strongest was social support from friends followed by self-esteem, social support from family, attitude toward cyberbullying, and problematic Internet use.

It can be concluded that there are several factors that contribute to youth becoming bullies, such as lack of attention, loneliness, feelings of inferiority and used to be a victim of bullying. If we take a closer look, these factors are closely linked with psychology. Psychology problems that form are bound to affect their behaviour.

Methods
This study is quantitative in nature. A developed questionnaire consisting of 38 items was used as the main data collection instrument to measure youths’ engagement in cyberbullying activities. Each of the item was measured by 5 Likert-scale ranging from 0 (never) to 4 (always) for answer. Before actual data collection begins, a pilot study was run to verify the instrument’s reliability. The Cronbach alpha shows value of .888 and acquires the recommended value of .650 by Chua (2011), hence the instrument was reliable.

The total population of Malaysia in 2020 was around 32.7 million. In Selangor, only 2,828,000 were identified as youths aged between 15 – 40 years old out of the 5,800,100 residents (based on the report of the Department of Statistic, 2020). Based on Raosoft Sampling Calculator Software, an appropriate number of sampling for the study’s population is 385. The study however collected 400 respondents. Multi-stage cluster sampling was employed to select respondents. A total of 400 youths aged between 15 to 40 years old in Selangor was selected to be the sample of this study. The input
was analysed using Statistical Package for Social Science (SPSS) whereby analyses such as frequency, percentage and mean score and correlation test were performed.

Results
Respondents’ demographic background
There were 400 respondents in this study and the results of their demographic profiles are shown in Table 1. The result revealed that the majority of respondents were female (50%) and the remaining were male (49%). The result indicates that most of the respondents involved falls under the age group of 20-22 (39.0%).

This shows that youth are interested to be involved in this study because they are in the age group that is dependent on the internet. All information shared by them through this study are very useful and can be used as reference material by certain parties such as the Ministry of Youth and Sports and the Malaysian Communication and Multimedia Commission. This is important in ensuring that the authorities know the true needs of youth. All the more, the majority of respondents in this study are women who have potential to become victims of cyberbullying. Perhaps the authorities can devise proactive steps to address this problem.

<table>
<thead>
<tr>
<th>Profile</th>
<th>Frequency</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gender</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Male</td>
<td>199</td>
<td>49.8</td>
</tr>
<tr>
<td>Female</td>
<td>201</td>
<td>50.2</td>
</tr>
<tr>
<td>Age</td>
<td></td>
<td></td>
</tr>
<tr>
<td>19 years and below</td>
<td>142</td>
<td>35.5</td>
</tr>
<tr>
<td>20-22 years</td>
<td>156</td>
<td>39.0</td>
</tr>
<tr>
<td>23 years and above</td>
<td>102</td>
<td>25.5</td>
</tr>
</tbody>
</table>

Internet Usage
The data in Table 2 presented nearly more than half the youth (54.7%). Majority of them spend more than 13 hours and have subscribed to internet services. This proves that youth spend up to 13 hours per day to surf the internet. That long duration of time would surely leave a bad impression to adolescents such as health problems, eg; difficult to focus in lessons or in work. Youth should have a good time management skill so that they can divide the time between internet using and social activities because these activities are more effective in building and strengthening one’s knowledge.
Table 2: Pattern of internet usage (N=400)

<table>
<thead>
<tr>
<th>Factor</th>
<th>Frequency</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Experience in using the internet</td>
<td></td>
<td></td>
</tr>
<tr>
<td>3 years or less</td>
<td>98</td>
<td>24.5</td>
</tr>
<tr>
<td>4 to 5 years</td>
<td>83</td>
<td>20.8</td>
</tr>
<tr>
<td>6 years or more</td>
<td>219</td>
<td>54.7</td>
</tr>
<tr>
<td>Subscribed to any internet services?</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Yes</td>
<td>330</td>
<td>82.5</td>
</tr>
<tr>
<td>No</td>
<td>70</td>
<td>17.5</td>
</tr>
<tr>
<td>Time spent on internet usage</td>
<td></td>
<td></td>
</tr>
<tr>
<td>3 hours or less</td>
<td>80</td>
<td>20.0</td>
</tr>
<tr>
<td>4-7 hour</td>
<td>100</td>
<td>25.0</td>
</tr>
<tr>
<td>8-12 hour</td>
<td>107</td>
<td>26.8</td>
</tr>
<tr>
<td>13 hours or more</td>
<td>113</td>
<td>28.3</td>
</tr>
</tbody>
</table>

Types of Cyberbullying Activities among Youths
The results show that blocking others in an instant messaging application (M=1.33) was a frequent form of cyberbully committed by Selangor youths. Other cyberbullying activities commonly committed by youths was recorded by the following statements; ‘Don’t care about others’ (M=0.96), ‘Condemn and speaking slang while using instant messaging application’ (M=0.91), and ‘Intend to remove someone from an online group chat or instant messaging application’ (M=0.88).

Meanwhile, findings indicate that these youths were less engaged in much tedious cyberbullying activities such as ‘Cheating or make tricks to get other’s data background and post it on the Web’ (M=0.30), ‘Conducting sexual harassment to others by phone or internet’ (M=0.30), and ‘Using a webcam image of another person without their permission’ (M=0.30).

The result of this study shows that the easiest way for someone to bully other people is by blocking them on messaging application. This will have the victim to wonder why he or she is treated that way and will definitely put emotional stress on the victims.

Factors that Linked with Cyberbullying Behaviour
Table 3 demonstrates the relationship between the five predictors and cyberbullying. All five predictors were found to yield a significant relationship with cyberbullying. EBC recorded a positive and strong relationship with cyberbullying (r = .736, p = .0001) while loneliness was recorded to have a positive and moderate relationship with cyberbullying (r = .460, p = .0001). Self-esteem on the other hand, recorded a positive and weak relationship with cyberbullying (r = .231, p = .0001) while empathy also recorded a similar magnitude and direction (r = .286, p = .0001).

The results of this study prove that most of the bullies have been victims themselves at some point in their lives. They become the bully because they wanted to take revenge for what they had been through. This cycle will not stop because the victims will turn into a bully once they’re older. All
of this is because the victims are influenced by psychological factors. Parents should play their roles and pay attention if they noticed any sudden changes in their child. Parent’s concern can help to solve the issues faced by their child before it gets worse.

**Table 3: Relationship test between predictors and cyberbullying**

<table>
<thead>
<tr>
<th>Factors</th>
<th>r</th>
<th>p</th>
</tr>
</thead>
<tbody>
<tr>
<td>EBC</td>
<td>.736</td>
<td>.0001</td>
</tr>
<tr>
<td>Loneliness</td>
<td>.460</td>
<td>.0001</td>
</tr>
<tr>
<td>Self-esteem</td>
<td>.231</td>
<td>.0001</td>
</tr>
<tr>
<td>Empathy</td>
<td>.286</td>
<td>.0001</td>
</tr>
</tbody>
</table>

**Recommendations**

This research has suggested with various recommendations on how to overcome the cyberbullying problems. It relates to parental monitoring, cyber education, counselling, media awareness and campaign, and the roles of the internet provider.

**Parental Monitoring**

Education starts from home. Parents should play proactive roles in educating their children. Nowadays, youths are being disclosed to cyberbullying. Every parent should supervise and monitor their children’s activities, teach them about the dos and don’ts in the virtual world, inform them on the causes and the impacts of cyberbullying to them and their colleagues. The most important thing is, if they find out that their child is being bullied, find a way to help and stop them from continuing to be a bully victim.

**Cyber Education**

Patchin and Hinduja (2010), have all agreed on the importance of cyber education to solve social issues such as cyberbullying. Education regarding the ethics of using information and communication technology, matters related to online security and safety, privacy violations, limiting and shielding in personal information sharing must be taught to youths in general.

**Counselling**

Counselling may provide support for people in learning how to protect them online (Carter, 2013). Among the things accentuated by Carter (2013) are developing a skill repertoire, debrief after exposure or perpetration to cyberbullying and regulate behaviours to satisfy needs. Ybarra (2014) on the other hand, argues the need of counselling for children and adolescence in being exposed to cyber bullies.

**Media Awareness / Campaign**

The media offers both good and bad sides to young people progress. Despite an increase in the possibility of youth’s engagement in cyberbullying activities, the media can be utilized to increased public awareness about the danger of cyberbullying. The media awareness campaign is a powerful platform which reminds people of the risks of cyberbullying. Online forums can be useful for
educating youths about cyberbullying. Information relating to the causes of cyberbully, their impacts and dealings if they become a potential cyber victim must be actively disseminated.

The Roles of Internet Service Providers
Based on Carter (2013), internet service providers have their own role in adopting codes and policies of online safety to prevent youths from becoming cyber victims. Understandably, users have the ability to report inappropriate online activities by clicking on a specified social report tool, reporting abuse pages, harassment and violent threats policy button or by contacting the website operator.

Conclusion
Cyberbullying is an emerging issue which would post negative implications if they are not taken seriously by all parties. All parties concerned including parents, teachers, educators and all members of the virtual communities should create a positive environment that can prevent cyberbullying activities. Parenting awareness is important to ensure that their children are safe physically and virtuously. Efforts to reduce and prevent the occurrence of cyberbullying symptoms that endangered the health and well-being of today’s youths are indeed important. Future research should focus on identifying the factors related to cyberbullying, which are important for the future positive development of youths.
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